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May 22-23, 2014 

ITEM 163-105-R0514 
Revision of Board of Regents Policy 1300.1, Information Technology – Security of Data and 
Information Technology Resources 

THAT 
 The Board of Regents of Higher Education hereby revises Policy 1300.1, Security of Data and Information 

Technology Resources by removing the requirement that the Commissioner approve campus policies 
before they become official campus policy.   Each campus shall establish security policies that comply with 
all pertinent state and federal requirements.  Campus policies must also include a security incident 
response plan, which includes a requirement to first notify the Commissioner in the event of a security 
incident that requires public disclosure. 

 

EXPLANATION 
 The policy was written in 2001 and was in need of being reviewed and updated.  The State Information 

Technology Services Division recently approved a change in security policy which requires agencies to 
follow the National Institute of Standards and Technology (NIST) framework for policy guidance.   

ATTACHMENTS 
 Attachment #1:  Proposed Revised Policy 1003.1 

 


